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	Page # of guide 
	Question
	Your response

	14
	What other types of Digital ID service should be included in the legislation, either now or in future? 
	

	14
	Does the Minister’s rule-making power to include new services over time provide appropriate flexibility to add new types of Digital ID services? If not, why not?
	

	16
	Is the Regulator’s power to impose conditions on accreditation an appropriate mechanism to balance the need to provide for unique characteristics of accredited entities with the need for a consistent set of Rules for the Accreditation Scheme? If not, how can the Regulator’s power to impose conditions on accreditation be improved?
	

	16
	Is the application for accreditation process appropriate, or should other matters be included or some excluded?
	

	17
	Are the maximum penalties for failure to meet accreditation requirements sufficient to deter accredited entities from not meeting their obligations? If not, what maximum penalties would be an appropriate deterrent? 
	

	21
	Are the additional privacy safeguards sufficiently robust, clear and practical?  
	

	21
	Is the rule making power to allow disclosure of biometric information to enable sharing of verifiable credentials (under specified circumstances) an appropriate exception to the restriction on disclosure of biometric information?
	

	21
	Is the maximum penalty for a breach of a privacy safeguard sufficient to deter accredited entities from interfering with a person’s privacy? If not, what maximum penalty would be an appropriate deterrent?
	

	23
	What is the appropriate age at which a young person should be able to create their Digital ID? What factors should be considered?
	

	25
	What other steps could the Government consider taking to ensure the AGDIS is ready for use by private sector relying parties and accredited entities?
	

	25
	What factors should the responsible Minister consider prior to deciding to approve the AGDIS expanding into another phase?
	

	26
	How would phasing the rollout of the ADGIS affect the wider Digital ID services market in Australia?
	

	27
	Is the balance between voluntary use and the exceptions to voluntary use right? Are any additional exceptions appropriate? 
	

	27
	Are the exemptions to the interoperability principle appropriate? Are any additional exemptions appropriate? 
	

	29
	Are the protections for the Australian community within AGDIS appropriate, or are additional protections needed? 
	

	29
	Are the protections for participants in the AGDIS appropriate, or are any additional protections needed?
	

	34
	Noting the pace of technological change and the need for Digital IDs to stay protected by the latest developments, how can Data Standards provide an appropriate balance between certainty for accredited entities while maintaining currency?
	

	34
	What would be an appropriate model for the Australian Digital ID Standards Chair and are there lessons that can be learned from the Consumer Data Right model? 
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